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## Purpose

This document illustrates the step-by-step process by which the Department of Human Services (DHS) and the Oregon Health Authority (OHA) provide unique user identification and adds, modifies, moves, or deletes an individual employee's user profile to create, alter, or remove access to agency information, networks, and email systems.

## Process steps

1. After an individual's background check is completed and approved, the manager or designee will:
   a. Complete and submit the MSC 0109 to the Office of Human Resources.
   b. Complete and submit the MSC 0786 to the Office of Information Services (OIS) Service Desk.
2. After the OIS Service Desk receives notification from the Office of Human Resources that the MSC 0109 has been processed, the OIS Service Desk will notify the network and email system administration teams to set up access.
3. To obtain a unique user identification (ID) for access to specific program information (RACF, TRACS, Oregon Access, MMIS, etc.):
   a. The manager or designee will complete and submit the program specific Individual User Profile (IUP) form(s) to the data stewards.
   b. Access will be set up based on the request.
   c. The data stewards will maintain the forms.
4. The manager or designee will review system access profiles:
   a. Annually; or
   b. When an individual changes positions or work assignments.
5. When an individual is no longer employed, the manager or designee will complete and submit the following forms no later than the last working day:
   a. MSC 0109 to the Office of Human Resources.
   b. MSC 0786 to the OIS Service Desk.
   c. Program specific IUP form(s) to the data stewards.
6. A report generated from the Office of Human Resources will be used by the OIS Service Desk to end network and email system access to those employees who no longer work for DHS or OHA.
7. If a manager or designee requests an individual’s email and network account remain accessible after their employment ends:
   a. The manager or designee will notify the Office of Human Resources that they need access to the former employee’s files and account(s).
b. If the Office of Human Resources approves, they will notify the OIS Service Desk.
c. The OIS Service Desk will set up the access with the manager or designee.
d. Accounts will remain accessible on an individualized, as-needed basis since different situations may require flexibility as to who has access to what, why and for how long.
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